
REGOLAMENTO 

GESTIONE SEGNALAZIONI - WHISTLEBLOWING 

Cooperativa Adiss Multiservice Pagina 1 di 8 

 

 

 
 

Data: 05/01/2026 Revisione n. 0 

 

Sommario 
PREMESSA ................................................................................................................................................... 2 

SCOPO ........................................................................................................................................................ 2 

APPLICABILITÀ ............................................................................................................................................ 2 

ARGOMENTI OGGETTO DI SEGNALAZIONE ......................................................................................................... 2 

MODALITÀ OPERATIVE.................................................................................................................................. 3 

Generalità .................................................................................................................... 3 

La trasmissione delle Segnalazioni ....................................................................................... 3 

La registrazione della Segnalazione ...................................................................................... 5 

Classificazione e analisi preliminare della Segnalazione ............................................................... 5 

L’esecuzione dell’istruttoria ........................................................................................................................................... 6 

Reporting ..................................................................................................................... 6 

Chiusura delle segnalazioni ................................................................................................ 6 

TRATTAMENTO DEI DATI PERSONALI E CONSERVAZIONE DELLA DOCUMENTAZIONE ..................................... 7 

GARANZIE E TUTELE ..................................................................................................................................... 7 

La tutela dell’identità del Segnalante ..................................................................................... 7 

Misure di protezione ....................................................................................................... 8 



REGOLAMENTO 

GESTIONE SEGNALAZIONI - WHISTLEBLOWING 

Cooperativa Adiss Multiservice Pagina 2 di 8 

 

 

Data: 05/01/2026 

PREMESSA 

Revisione n. 0 

Il "whistleblowing" è la segnalazione compiuta da un soggetto che, nello svolgimento delle proprie 
mansioni, si accorge di un illecito, un rischio o una situazione di pericolo che possa arrecare danno 
all'azienda/ente per cui lavora, nonché a clienti, colleghi, cittadini, e qualunque altra categoria di 
soggetti. 

La COOPERATIVA ADISS MULTISERVICE (d’ora in poi COOPERATIVA) sensibile alle tematiche etiche e 
di corretta condotta della propria attività, ha implementato dei sistemi interni di segnalazione delle 
violazioni per consentire ai soggetti individuati dalla legge di segnalare violazioni di disposizioni 
normative nazionali o dell’Unione europea che ledono l’interesse pubblico o l’integrità 
dell’amministrazione pubblica o dell’ente privato, di cui siano venute a conoscenza in un contesto 
lavorativo pubblico o privato ivi incluse le violazioni del Codice Etico ovvero del Modello di 
Organizzazione, Gestione e Controllo ai sensi del D.Lgs. 231/01. 

SCOPO 
La presente procedura disciplina il processo di ricezione e trattamento delle segnalazioni (c.d. 
Whistleblowing) e le modalità di gestione della relativa istruttoria, nel rispetto della normativa vigente 
applicabile al soggetto e all’oggetto della segnalazione e alla protezione dei dati personali. 

APPLICABILITÀ 
La presente procedura si applica a tutto il personale della COOPERATIVA, agli stakeholder e altri 
soggetti terzi, testimoni di un illecito o di un’irregolarità riferibile al personale. 

Sono legittimati ad effettuare le segnalazioni e godono della tutela prevista dalla normativa i soggetti di 
seguito elencati: 

- i soci della COOPERATIVA; 
- tutti i lavoratori subordinati della COOPERATIVA a prescindere dalla tipologia di rapporto di 

lavoro instaurato (tempo indeterminato, tempo determinato, stagionali, part-time, apprendistato, 
lavoro accessorio e/o occasionale, co.co.co); 

- i lavoratori autonomi che svolgono la propria attività presso la COOPERATIVA; 
- i liberi professionisti ed i consulenti che prestano la propria attività presso la COOPERATIVA; 
- i volontari e i tirocinanti che prestano la propria attività presso la COOPERATIVA; 
- terze parti non dipendenti quali fornitori, clienti, società di revisione; 
- gli amministratori e tutti coloro che hanno funzioni di amministrazione, direzione, controllo, 

vigilanza o rappresentanza all’interno della COOPERATIVA. 

La gestione delle segnalazioni ed il relativo trattamento dei dati è effettuato dalla COOPERATIVA nel 
rispetto delle disposizioni di legge applicabili, ivi inclusi la normativa in materia di protezione dei dati 
personali e in specie del Regolamento Europeo UE 2016/679 liceità del trattamento relativo alla 
protezione dei dati personali (GDPR). 

ARGOMENTI OGGETTO DI SEGNALAZIONE 
Tramite il canale Whistleblowing possono essere segnalati comportamenti, atti od omissioni che 
ledono l’interesse pubblico o l’integrità dell’amministrazione pubblica o dell’ente privato e che 
consistono in: 

 
a) VIOLAZIONI DEL DIRITTO NAZIONALE: 

- illeciti amministrativi; 
- illeciti civili; 
- illeciti contabili; 
- illeciti penali; 
- condotte illecite rilevanti ai sensi del d.lgs. 231/01; 
- violazioni del MOG 231/01. 
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b) VIOLAZIONI DEL DIRITTO DELL’UE: 

- illeciti in materia di: contratti pubblici; servizi, prodotti e mercati finanziari e prevenzione del 
riciclaggio e del finanziamento al terrorismo; sicurezza e conformità dei prodotti; sicurezza dei 
trasporti; tutela dell’ambiente; radioprotezione e sicurezza nucleare; sicurezza degli alimenti e 
dei mangimi e salute e benessere degli animali; salute pubblica; protezione dei consumatori; 
tutela della vita privata e protezione dei dati personali e sicurezza delle reti e dei sistemi 
informativi; 

- atti o omissioni che ledono gli interessi finanziari dell’UE; 
- atti o omissioni che compromettono la libera circolazione di merci, persone, servizi o capitali 

ivi comprese le violazioni in materia di Aiuti di Stato e concorrenza e di imposte sulla Società. 

c) VIOLAZIONI CHE LEDONO L’INTERESSE PUBBLICO. 

d) VIOLAZIONI CHE LEDONO L’INTEGRITA’ DELLA COOPERATIVA. 

Possono formare oggetto di segnalazione anche i fondati sospetti e le violazioni non ancora commesse 
che il segnalante, ragionevolmente, ritiene potrebbero esserlo sulla base di elementi concreti. 

 
Sono escluse dall’applicazione della normativa in esame: 

• Le contestazioni, rivendicazioni o richieste legate ad un interesse di carattere personale della 
persona segnalante o della persona che ha sporto una denuncia all'Autorità giudiziaria che 
attengono esclusivamente ai propri rapporti individuali di lavoro o di impiego pubblico, ovvero 
inerenti ai propri rapporti di lavoro o di impiego pubblico con le figure gerarchicamente 
sovraordinate. 

• Le segnalazioni di violazioni laddove già disciplinate in via obbligatoria dagli atti dell'Unione 
europea o nazionali indicati nella parte II dell'allegato al decreto ovvero da quelli nazionali che 
costituiscono attuazione degli atti dell'Unione europea indicati nella parte II dell'allegato alla 
direttiva (UE) 2019/1937, seppur non indicati nella parte II dell'allegato al decreto. 

• Le segnalazioni di violazioni in materia di sicurezza nazionale, nonché di appalti relativi ad aspetti 
di difesa o di sicurezza nazionale, a meno che tali aspetti rientrino nel diritto derivato pertinente 
dell'Unione Europea. 

 

MODALITÀ OPERATIVE 
Generalità 

Il sistema delle segnalazioni - whistleblowing prevede: 

• La trasmissione delle Segnalazioni; 

• La registrazione della Segnalazione; 

• Classificazione e analisi preliminare della Segnalazione; 

• L’esecuzione dell’istruttoria; 

• Reporting; 

• Chiusura delle segnalazioni. 

 
La trasmissione delle Segnalazioni 

Tutti i destinatari della presente Procedura, interni ed esterni alla COOPERATIVA, che vengono a 
conoscenza di informazioni su violazioni, sono tenuti a segnalare direttamente attraverso i canali di 
segnalazione interni di seguito descritti. 
Al fine di dare diligente seguito alle Segnalazioni interne ricevute, la COOPERATIVA si è dotata di una 
piattaforma per le segnalazioni di illeciti aziendali conforme alla Direttiva UE e al GDPR. Il canale di 
segnalazione deve intendersi di tipo interno ex. art. 4 D. Lgs. 24/2023 e consente l’invio di 
segnalazioni in forma scritta. 
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Attraverso il sito internet di COOPERATIVA ADISS MULTISERVICE (www.adissmultiservice.it), il 
soggetto segnalante (cd “Whistleblowing”) può segnalare il proprio caso, in forma completamente 
anonima oppure, a sua scelta, in forma non anonima tramite apposito indirizzo mail presente 
all’interno della sezione CONTATTI. 

 
Per la COOPERATIVA ADISS MULTISERVICE la segnalazione viene ricevuta dall’Organismo di Vigilanza 
(ODV) e gestita mantenendo il dovere di confidenzialità nei confronti del segnalante. 

Le caratteristiche di questa modalità di segnalazione sono le seguenti: 

- la segnalazione viene fatta attraverso la compilazione di una mail che presenterà il seguente 
corpo: 

 

1. Dati del segnalante (facoltativi) 

Nome e Cognome:    

Ruolo/Qualifica:   

Rapporto con la Società (dipendente, collaboratore, fornitore, altro):   

Telefono:  Email:   

 

2. Tipologia di segnalazione 

☐ Violazioni di norme di legge 

☐ Violazioni del Modello 231 / Codice Etico 

☐ Illeciti amministrativi 

☐ Illeciti contabili o finanziari 

☐ Comportamenti non etici o scorretti 

☐ Altro (specificare). 

 

3. Descrizione della segnalazione 

Descrivere in modo chiaro e dettagliato i fatti oggetto della segnalazione. 

4. Luogo e data dei fatti segnalati 

Luogo. 

Periodo/Data. 

5. Persone coinvolte (se conosciute) 

Nominativi o ruoli: 

 

6. Modalità con cui si è venuti a conoscenza dei fatti 

7. Esistono documenti o prove a supporto? 

☐ Sì (allegare) 

☐ No 

In caso affermativo, descriverli. 

8. La segnalazione è già stata comunicata ad altri? 

☐ Sì 

☐ No 

Se sì, a chi. 

9. Consenso al trattamento dei dati (per segnalazioni non anonime) 

☐ Autorizzo il trattamento dei miei dati personali per le finalità connesse alla gestione della presente 

segnalazione ai sensi del Reg. UE 2016/679 (GDPR). 

10. Firma (facoltativa) 

Nota 

La Società garantisce la massima riservatezza e tutela del segnalante ai sensi del D. Lgs. 24/2023.  

http://www.adissmultiservice.it/
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- la segnalazione viene ricevuta solamente dall’ODV e viene da questo gestita mantenendo il dovere 
di riservatezza e confidenzialità nei confronti del segnalante e degli altri soggetti tutelati; 

- l’ODV, al momento dell’invio della segnalazione, riceverà una mail di avvenuta ricezione; 
- in ogni caso la segnalazione l’identità del segnalante sarà conosciuta solo dal ricevente che ne 

garantirà la riservatezza. 
- la segnalazione può essere fatta da qualsiasi dispositivo digitale (tablet, pc, smartphone ecc.) sia 

all’interno che all’esterno della struttura della COOPERATIVA senza che venga meno la garanzia 
dell’anonimato e della riservatezza del procedimento; 

In alternativa, le segnalazioni possono essere trasmesse in forma orale tramite l’invio di mail 
all’indirizzo dell’ODV Whistleblowing@adissmultiservice.it, richiedendo un appuntamento diretto. 
L’ODV prenderà contatto con il segnalante allo scopo di raccogliere i dettagli della segnalazione. Il 
contatto avverrà con le modalità ed i canali preferiti dal segnalante e comunicate nel messaggio della 
mail. Anche per le segnalazioni in forma orale, tutti i dettagli delle segnalazioni verranno registrati 
dall’ODV nel portale Whistleblowing che garantisce sicurezza, riservatezza ed anonimato. 

 
La registrazione della Segnalazione 

Tutte le Segnalazioni sono registrate da ODV in apposito sistema di immagazzinamento dati, che 
costituisce il database riepilogativo dei dati essenziali delle Segnalazioni e della loro gestione ed 
assicura, altresì, l’archiviazione di tutta la documentazione allegata, nonché di quella prodotta o 
acquisita nel corso delle attività di analisi. 

Classificazione e analisi preliminare della Segnalazione 
L’ODV analizza e classifica le Segnalazioni, per definire quelle potenzialmente rientranti nel campo di 
applicazione della presente Procedura. Nell’ambito di tali attività fornisce al Segnalante tramite il 
Portale: 

• entro 7 giorni dalla data di ricezione della Segnalazione, un avviso di ricevimento della stessa; 

• entro 3 mesi dall’avviso di ricevimento della Segnalazione o, in mancanza di tale avviso, entro 3 
mesi dalla scadenza del termine di 7 giorni dalla presentazione della stessa, un riscontro con 
informazioni sul seguito che viene dato o si intende dare alla Segnalazione, specificando se la 
Segnalazione rientra o meno nell’ambito di applicazione del d.lgs. n. 24/2023. 
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L’esecuzione dell’istruttoria 

La fase istruttoria della Segnalazione ha l’obiettivo di: 

• procedere, nei limiti degli strumenti a disposizione della Funzione Audit, ad approfondimenti e 
analisi specifiche per verificare la ragionevole fondatezza delle circostanze fattuali segnalate; 

• ricostruire i processi gestionali e decisionali seguiti sulla base della documentazione e delle 
evidenze rese disponibili; 

• fornire eventuali indicazioni in merito all’adozione delle necessarie azioni di rimedio volte a 
correggere possibili carenze di controllo, anomalie o irregolarità rilevate sulle aree e sui processi 

aziendali esaminati. 
Non rientrano nel perimetro di analisi dell’istruttoria, se non nei limiti della manifesta irragionevolezza, 
le valutazioni di merito o di opportunità, discrezionali o tecnico-discrezionali, degli aspetti decisionali 
e gestionali di volta in volta operate dalle posizioni aziendali coinvolte, in quanto di esclusiva 
competenza di queste ultime. 
L’esecuzione dell’istruttoria, nel corso degli approfondimenti, può richiedere integrazioni o chiarimenti 
al Segnalante attraverso la piattaforma o secondo la modalità prescelta dal segnalante al momento 
della segnalazione. Inoltre, ove ritenuto utile per gli approfondimenti, può acquisire informazioni dalle 
Persone coinvolte nella Segnalazione, le quali hanno anche facoltà di chiedere di essere sentite o di 
produrre osservazioni scritte o documenti. In tali casi, anche al fine di garantire il diritto di difesa, viene 
dato avviso alla Persona coinvolta dell’esistenza della Segnalazione, pur garantendo la riservatezza 
sull’identità del Segnalante e delle altre Persone coinvolte e/o menzionate nella Segnalazione. 
Lo svolgimento dell’istruttoria può essere curato anche acquisendo gli elementi informativi necessari, 
coinvolgendo le competenti Funzioni aziendali ed avvalendosi, se ritenuto opportuno, di esperti o periti 
esterni. 

Reporting 

A conclusione dell’attività istruttoria, gli esiti degli approfondimenti saranno sintetizzati in un report o, 
per le Segnalazioni “relative a fatti rilevanti” e/o con analisi complesse, in una nota istruttoria, in cui sono 
riportati: 

• un giudizio di ragionevole fondatezza/non fondatezza sui fatti segnalati; 
• l’esito delle attività svolte e le risultanze di eventuali precedenti attività istruttorie svolte sui 

medesimi fatti/soggetti segnalati o su fatti analoghi a quelli oggetto della Segnalazione; 

• eventuali indicazioni in merito alle necessarie azioni correttive sulle aree e sui processi 
aziendali esaminati, adottate dal competente management che viene informato sugli esiti delle 
analisi. 

 

Chiusura delle segnalazioni 

Al termine dell’attività istruttoria, delibera la chiusura della Segnalazione evidenziando l’eventuale 
inosservanza di norme/procedure, fatte salve le esclusive prerogative e competenze. 

L’ODV svolge le verifiche di sua competenza all’esito delle quali, ove emerga l’infondatezza della 
segnalazione ovvero l’insufficienza degli elementi di fatto segnalati per procedere, ne dispone 
l’archiviazione dandone tempestiva notizia al segnalante. 

L’ODV procede sempre con l’archiviazione delle segnalazioni nei seguenti casi: 

• manifesta assenza di violazioni di norme nazionali o comunitarie; 

• manifesta incompetenza dell’Organismo di Vigilanza sulle questioni segnalate; 

• assenza di elementi di fatto idonei a giustificare accertamenti o assenza dei dati che costituiscono 
elementi essenziali della segnalazione; 

• accertata genericità del contenuto della segnalazione da non consentire la comprensione dei fatti 
segnalati 

• produzione di documentazione senza alcuna segnalazione di condotte censurabili. 
All’esito dell’attività di verifica, ove emerga la necessità di adottare provvedimenti, L’ODV trasmette il 

 resoconto dei fatti accertati alla funzione societaria competente.  
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• Qualora il contenuto della segnalazione dovesse essere confermato, demanda la definizione degli 
eventuali necessari provvedimenti alle funzioni competenti per tematica; 

• qualora nel corso dell’accertamento (a prescindere dall’esito) dovessero emergere aree di 
debolezza e/o punti di miglioramento del sistema di controllo interno e di gestione dei rischi, potrà 
richiedere l’attuazione delle necessarie azioni di miglioramento. 

 
Il Consiglio d’Amministrazione o la Direzione della COOPERATIVA, o la diversa funzione aziendale a 
ciò deputata, adottano, nel rispetto delle disposizioni normative e contrattuali vigenti, le iniziative 
necessarie ad assicurare l’applicazione di sanzioni proporzionali ed eque rispetto ai fatti accertati, 
tenendo conto di quanto previsto dai contratti collettivi e individuali di lavoro vigenti e da eventuali 
accordi contrattuali in essere con i soggetti interessati, dal Codice Etico e dal Modello di 
Organizzazione e Gestione ex D.lgs. n. 231/01, ove adottati. 

Al termine, l’ODV fornisce un riscontro al Segnalante, dando conto delle misure previste o adottate o 
da adottare per dare seguito alla segnalazione e dei motivi della scelta effettuata. 

 

 

TRATTAMENTO DEI DATI PERSONALI E CONSERVAZIONE DELLA 
DOCUMENTAZIONE 

Ogni trattamento dei dati personali, anche nel contesto del Portale, è effettuato nel rispetto degli 
obblighi di riservatezza di cui all’art. 12 del d.lgs. n. 24/2023 ed in conformità alla normativa sulla 
protezione dei dati personali di cui al Regolamento (UE) 2016/679 (Regolamento Generale sulla 
Protezione dei Dati – GDPR), al decreto legislativo 30 giugno 2003 n. 196 e al decreto legislativo 18 
maggio 2018 n. 51. 
La tutela dei dati personali è assicurata oltre che al Segnalante (per le segnalazioni non anonime), al 
facilitatore, nonché alla Persona coinvolta o menzionata nella segnalazione. 
Ai possibili interessati viene resa un’informativa sul trattamento dei dati personali attraverso la 
pubblicazione sul portale dedicato. 
In ottemperanza all’art. 13, comma 6, del d.lgs. n. 24/2023, è stato effettuato un Privacy Impact 
Assesment (PIA), redatto ai sensi dell’art. 35 del Regolamento (UE) 2016/679 (Regolamento Generale 
sulla Protezione dei Dati - GDPR), al fine di definire le misure tecniche ed organizzative necessarie a 
ridurre il rischio per i diritti degli interessati, comprese le misure di sicurezza necessarie a prevenire 
trattamenti non autorizzati o illeciti. 
Al fine di garantire la gestione e la tracciabilità delle Segnalazioni e delle attività conseguenti, l’ODV 
curerà la predisposizione e l’aggiornamento di tutte le informazioni riguardanti le Segnalazioni ed 
assicurerà, avvalendosi del Portale, la conservazione di tutta la correlata documentazione di supporto 
per il tempo strettamente necessario alla loro definizione, e comunque per non più di 5 anni, 
decorrenti dalla data di comunicazione dell’esito finale della Segnalazione. 
I dati personali che manifestamente non sono utili al trattamento di una specifica segnalazione non sono 
raccolti o, se raccolti accidentalmente, saranno cancellati tempestivamente. 

GARANZIE E TUTELE 

La tutela dell’identità del Segnalante 
Le Segnalazioni non possono essere utilizzate oltre quanto necessario per dare adeguato seguito alle 
stesse. 
Fatti salvi gli obblighi di legge, l’identità del Segnalante e qualsiasi altra informazione da cui può 
evincersi, direttamente o indirettamente, tale identità non possono essere rivelate, senza il consenso 
espresso dello stesso, a persone diverse da quelle competenti a ricevere o a dare seguito alle 
Segnalazioni, espressamente autorizzate a trattare tali dati ai sensi degli artt. 29 e 32, par. 4, del 
Regolamento (UE) 2016/679 (Regolamento Generale sulla Protezione dei Dati – GDPR) e dell’art. 2 - 
quaterdecies del decreto legislativo 30 giugno 2003, n. 196 (Codice in materia di protezione dei dati 
personali). 
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In particolare, l’identità del Segnalante e qualsiasi altra informazione da cui può evincersi, 
direttamente o indirettamente, tale identità possono essere rivelate solo previo consenso espresso 
dello stesso: 

• nell’ambito del procedimento disciplinare, qualora la contestazione sia fondata, in tutto o in parte, 
sulla Segnalazione e la conoscenza dell’identità del Segnalante sia indispensabile per la difesa 
dell’incolpato; 

• nell’ambito del procedimento instaurato in seguito a Segnalazioni interne o esterne, se la 
rivelazione dell’identità del Segnalante o di qualsiasi altra informazione da cui può evincersi, 
direttamente o indirettamente, tale identità è indispensabile anche ai fini della difesa della Persona 
coinvolta. 

A tal fine, in tali casi è data preventiva comunicazione scritta, al Segnalante delle ragioni della 
rivelazione dei dati riservati. 

Il personale coinvolto nella gestione delle Segnalazioni è tenuto alla riservatezza dell’identità del 
Segnalante, delle Persone coinvolte e/o comunque menzionate nella Segnalazione, del contenuto della 
Segnalazione e della relativa documentazione. 
La riservatezza è garantita anche a chi segnala prima dell’inizio o successivamente alla cessazione del 
rapporto di lavoro, ovvero nel periodo di prova, qualora dette informazioni siano state acquisite 
nell’ambito del contesto lavorativo oppure nella fase selettiva o precontrattuale. 
È altresì garantita la riservatezza sull’identità delle Persone coinvolte e/o menzionate nella 
Segnalazione, nonché sull’identità e sull’assistenza prestata dai Facilitatori, con le medesime garanzie 
previste per il Segnalante. 
La violazione dell’obbligo di riservatezza, fatte salve le eccezioni di cui sopra, può comportare nei 
confronti dell’interessato l’irrogazione di sanzioni amministrative pecuniarie da parte di ANAC nonché 
l’adozione di provvedimenti disciplinari. 

 
Misure di protezione 

Nei confronti del Segnalante è vietato il compimento di atti ritorsivi, intesi come qualsiasi 
comportamento, atto od omissione, anche solo tentato o minacciato, posto in essere in ragione della 
Segnalazione interna o esterna/Divulgazione pubblica/denuncia, che provoca o può provocare al 
Segnalante, in via diretta o indiretta, un danno ingiusto. 

La protezione è garantita anche al Segnalante anonimo, che ritiene di aver subito ritorsioni ed è stato 
successivamente identificato. 

Le misure di protezione si applicano nei limiti e alle condizioni previste dal capo III del d.lgs. n. 
24/2023 e sono estese anche a: 

• le categorie di Segnalanti che non rientrano nell’ambito di applicazione oggettivo e/o soggettivo 
previsto dal d.lgs. n. 24/2023; 

• i Facilitatori, le persone del medesimo contesto lavorativo del Segnalante che sono legate ad esso 
da uno stabile legame affettivo o di parentela entro il quarto grado, i colleghi di lavoro del 
Segnalante che lavorano nel medesimo contesto lavorativo e che hanno con esso un rapporto 
abituale e corrente; 

• gli enti di proprietà del Segnalante o per i quali lo stesso lavora nonché gli enti che operano nel 
medesimo contesto lavorativo del Segnalante. 

Chi ritiene di aver subito una ritorsione in ragione della Segnalazione può comunicarlo ad ANAC. 

Gli atti ritorsivi eventualmente assunti in ragione della Segnalazione sono nulli e le persone che sono 
state licenziate a causa della Segnalazione hanno diritto a essere reintegrate nel posto di lavoro in 
attuazione della disciplina applicabile al lavoratore. 


